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Abstract: This pCR proposes the solution to support tethering for UE with tethered devices for XR and media services.
1. Introduction/Discussion
In the approved SID for XRM_Ph2, the following work task is included:
WT#2.3 Study whether and how to identify traffic flows and study whether and how QoS handling enhancement may be needed for the UE with the tethered devices for the uplink traffic (for example, traffic from tethered devices mapped to different QoS Flows enabling QoS differentiation such as PDU Set based QoS flows for XR traffic for device 1 vs PDU based QoS flows for eMBB traffic for device 2).
NOTE 3: The interface between 3GPP UE and tethered devices behind the UE is outside of scope.
In another contribution [S2-2400175], the key issue for WT#2.3 is proposed as a joint contribution.  This pCR provides a new solution for this key issue referring to the work task description in the approved SID for XRM_Ph2 in SA#102.
From the perspective of application scenarios for XR and cloud gaming, it is quite popular that XR and cloud gaming services may be running over a Wi-Fi device like a laptop or tablet while a 5G capable UE can be used as a tethering node to provide wide area access.  Currently, quite many XR devices are WiFi or cable and tethering approach is a very practical way for 5G connectivity to serve the XR devices.
Therefore, we think that in XRM_Ph2, it is important to support tethering scenario considering both traffic identification and also QoS handling aspects.
This pCR propose a solution to reuse the N5CW access architecture as specified in 4.2.8.5 of TS 23.501 for tethering UE for XRM services.  In such solution, the tethering UE implements the TWIF and TWAP function to the XRM device as N5CW device.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-70.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change (all text new) * * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684]6.X	Solution #X: Support of Handling for UE with Tethered Devices for XR and Media Services
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685]6.X.1	Key Issue mapping
Editor’s Note: Key Issue mapping is to be provided.  Currently it is mapped with WT#2.3.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]6.X.2	Description
[bookmark: _Toc500949101]For cloud gaming and XR services, tethering is very important to support the WiFi-capable devices into 5G network as shown in Figure 6.X-1.
[image: ]
Figure 6.X-1  Scenario of Tethering for XR and Media Services
In this scenario, the tethering UE establish PDU session toward UPF using the NG-RAN and 5GC resources for both uplink and downlink directions.
6.X.3	Proposed architecture
In Clause 4.2.8.5 of TS 23.501, acess to 5GC from devices that do not support 5GC NAS over WLAN access has been specified as shown in Figure 4.2.8.5.2-1 of TS 23.501.


[bookmark: _CRFigure4_2_8_5_21]Figure 4.2.8.5.2-1 of TS 23.501: Non-roaming and LBO Roaming Architecture for supporting 5GC access from N5CW devices
This solution intends to reuse and extend the existing architecture specified in TS 23.501 with the following functional adaptations as shown in Figure 6.X-2.  With this architecture, the XRM traffic can be identified from the N5CW device.
Referring to Figure 6.X-2, the tethering UE need to support authentication and make its WLAN access trusted by 5GC.  TWAP and TWIF are assumed to reuse the existing functions specified.  It is noted that Yw interface can be proprietary within Tether UE and Yt’ is the interface between N5CW and TWAP.

[image: ]
Figure 6.X-2  Proposed architecture to support Tethering UE 
[bookmark: _Toc92875663][bookmark: _Toc93070687]6.X.3	Procedures
[image: ]
Figure 6.X-3  Procedure of Tethering for XR and Media Services reusing trusted WLAN access
0. [bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]Tethering UE is pre-configured to be able to provide trusted WLAN access to XRM device
1. Tethering UE switches on its hotspot
2. Tethering UE carries out authentication and authorization with 5GC NF, and the hotspot WLAN access becomes trusted
3. Tether UE initialize the TWAP and TWIF functions
4. XRM device get IP address from Tether UE
5. Tether UE establish PDU session to serve the XRM traffic in both uplink and downlink
6. E2E XRM service provisioning with PDU set QoS handling supported
6.X.4	Impacts on services, entities and interfaces
Tethering UE:
-  Need to support the TWAP and TWIF functions specified in 3GPP
5GC:
-  Need to support authentication and authorization to allow a tethering UE to provide trusted WLAN access
* * * * End of changes * * * *
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rovisioning, with PDU set based QoS handling supported in UE, gNB and 5GC NFs.





